Page 1



3GPP TSG-SA WG1 Meeting #87 
S1-192872
Sophia Antipolis, France, 19 - 23 August 2019
(revision of S1-192461-256)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	22.261
	CR
	0394
	rev
	2
	Current version:
	17.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	x
	Core Network
	x


	

	Title:

	eCAV – further 5G service requirements for network operation and management

	
	

	Source to WG:
	Siemens, Huawei

	Source to TSG:
	S1

	
	

	Work item code:
	eCAV
	
	Date:
	2019-08-23

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Further Stage 1 potential 5G service requirements for cyber-physical control applications in vertical domains have been identified wrt. network operation and management, which includes energy saving, resource optimization, and management of communication services.

	
	

	Summary of change:
	Further 5G service requirements on network operation and management.

	
	

	Consequences if not approved:
	5G system will not fulfill all requirements of cyber-physical control applications in vertical domains wrt to network operation and management.

	
	

	Clauses affected:
	6.10.2

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Proposed Changes


START OF PROPOSED CHANGES



 Start of Change 1 


6.10
Network capability exposure
6.10.1
Description

3GPP SEES and (e)FMSS features allow the operator to expose network capabilities e.g., QoS policy to 3rd party ISPs/ICPs. With the advent of 5G, new network capabilities need to be exposed to the 3rd party (e.g., to allow the 3rd party to customize a dedicated physical or virtual network or a dedicated network slice for diverse use cases; to allow the 3rd party to manage a trusted 3rd party application in a Service Hosting Environment to improve user experience, and efficiently utilize backhaul and application resources).

6.10.2
Requirements

The following set of requirements complement the requirements listed in 3GPP TS 22.101 [6], clause 29.
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to create, modify, and delete network slices used for the 3rd party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the network slice used for the 3rd party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a UE to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a service to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to assign a UE to a network slice used for the 3rd party, to move a UE from one network slice used for the 3rd party to another network slice used for the 3rd party, and to remove a UE from a network slice used for the 3rd party based on subscription, UE capabilities, and services provided by the network slice.

The 3GPP network shall be able to provide suitable and secure means to enable an authorized 3rd party to provide the 3GPP network via encrypted connection with the expected communication behaviour of UE(s).

NOTE 1:
The expected communication behaviour is, for instance, the application servers a UE is allowed to communicate with, the time a UE is allowed to communicate, or the allowed geographic area of a UE.

The 3GPP network shall be able to provide suitable and secure means to enable an authorized 3rd party to provide via encrypted connection the 3GPP network with the actions expected from the 3GPP network when detecting behavior that falls outside the expected communication behavior.

NOTE 2:
Such actions can be, for instance, to terminate the UE’s communication, to block the transferred data between the UE and the not allowed application.
The 5G network shall be able to provide secure means for providing communication scheduling information (i.e. the time period the UE(s) will use a communication service) to an NPN via encrypted connection. This communication scheduling information is used by the 5G network to perform network energy saving and network resource optimization.
The 5G network shall provide a mechanism to expose broadcasting capabilities to trusted 3rd party broadcasters' management systems.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Based on operator policy, the 5G network shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to scale a network slice used for the 3rd party, i.e., to adapt its capacity.

Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE's location. 
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to request appropriate QoE from the network. 
Based on operator policy, the 5G network shall expose a suitable API to an authorized 3rd party to provide the information regarding the availability status of a geographic location that is associated with that 3rd party.

Based on operator policy, the 5G network shall expose a suitable API to allow an authorized 3rd party to monitor the resource utilisation of the network service (radio access point and the transport network (front, backhaul)) that are associated with the 3rd party.
Based on operator policy, the 5G network shall expose a suitable API to allow an authorized 3rd party to define and reconfigure the properties of the communication services offered to the 3rd party.
The 5G system shall support the means for disengagement (tear down) of communication services by an authorized 3rd party.

Based on operator policy, the 5G network shall expose a suitable API to provide the security logging information of UEs, for example, the active 3GPP security mechanisms (e.g., data privacy, authentication, integrity protection) to an authorized 3rd party.
Based on operator policy, the 5G network shall be able to acknowledge within 100 ms a communication service request from an authorized 3rd party via a suitable API.
The 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the status (e.g., locations, lifecycle, registration status) of its own UEs.

NOTE 3: The number of UEs could be in the range from single digit to tens of thousands.

The 5G network shall provide suitable APIs to allow a trusted 3rd party to get the network status information of a private slice dedicated for the 3rd party, e.g., the network communication status between the slice and a specific UE.

The 5G system shall support APIs to allow the non-public network to be managed by the MNO’s Operations System.

The 5G system shall provide suitable APIs to allow 3rd party infrastructure (i.e., physical/virtual network entities at RAN/core level) to be used in a private slice. 

A 5G system shall provide suitable APIs to enable a 3rd party to manage its own non-public network and its private slice(s) in the PLMN in a combined manner.
The 5G system shall support suitable APIs to allow an MNO to offer automatic configuration services (for instance, interference management) to non-public networks deployed by 3rd parties and connected to the MNO’s Operations System through standardized interfaces.
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